
Problem 
GDPR imposes new rules on organisations in the 
European Union (EU), offer goods and services to 
people in the EU, or that collect and analyse data tied 
to EU residents, regardless of where they are located. 
With new regulations affecting personal privacy, 
controls and notification, and policies, you need a 
secure and efficient way to meet requirements. 

Solution 
Deployment and configuration of technology 
solutions including but not limited to:

• eGovern - a data classification solution that 
will make life easier for both information 
governance practitioners and end users.

• .eNotify - the only legal hold management 
and preservation solution built from the 
ground up for Microsoft Office 365.

 

What we deliver

• Provide a gap analysis of where you are in 
your journey to GDPR compliance

• Conduct file and email analysis to identify 
where personal data resides in your 
environment

• Provide technology recommendations 
• Develop a mitigation plan with timelines
• Create a document detailing step by step 

process for conducting GDPR data subject 
requests using Office 365 and eGovern

• Provide a written defensible and repeatable 
GDPR data subject request process

Technical services
• Azure information protection labeling 
• Data encryption and protection settings
• Workflow for managing deletion requests 

configuration
• Advanced governance for retention and 

disposition
• Advanced threat protection for GDPR 

notification

Epiq provides the configuration and deployment of various Office 
365 features (AIP, ATP, CAS, DLP, etc.) that help to meet General Data 
Protection Regulation (GDPR) requirements

results
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